Obavezni podaci za ovlastena
prodajna mjesta na internetu

Sva ovlastena prodajna mjesta na internetu moraju na neposredan i stalno dostupan nacin, a u skladu sa
zakonima RH i pravilima karti¢nih kuca, osigurati podatke navedene u ovom dokumentu.

Lista za provjeru obaveznih podataka: g

1. O prodajnom mjestu

N

. O proizvodima i/ili uslugama

w

. Uvjeti prodaje
(ukljucujudi plac¢anje, dostavu, reklamacije)

4. Nacin zastite povjerljivih podataka

ul

. Izjava o prikupljanju i koristenju osobnih podataka

6. Izjava o sigurnosti online pla¢anja

7. Logotipi prihvata kartica

0o

. Logotipi karti¢nih sigurnosnih programa

Internetski trgovac mora osigurati trazene podatke jer bez njih nije moguce ugovaranje i
aktivacija prihvata kartica!

Detaljni opisi navedenih stavki slijede u nastavku.



Podaci o prodajnom mjestu:

puni naziv tvrtke (ili obrta ili udruge)

broj sudskog ili drugoga javnog registra u koji je upisan, te podatke o registru

porezni broj ako je obveznik pla¢anja poreza na dodanu vrijednost

puna adresa sjedista (i prodajnog mjesta ako je razli¢ita) ukljucivo ime drzave u kojoj se nalazi

ostali podaci na temelju kojih se moze brzo i nesmetano stupiti u vezu (telefon, telefaks, mobitel i
sl.), ukljucujuéi e-mail adresu putem koje je moguce uspostaviti izravan kontakt, kako bi kupci dobili
informacije ili reklamirali proizvod/uslugu

Proizvodi i/ili usluge:

tocan naziv i glavna svojstva ponudenih proizvoda i/ili usluga

maloprodajna cijena koja ukljucuje sva porezna i druga davanja te valutu plac¢anja kune

(Cijene moraju biti jasno i nedvosmisleno naznacene, a posebno se mora naznaciti jesu li u
prikazane cijene ukljuéeni troskovi dostave, ostali manipulativni troskovi, porez i drugi troskovi koji
na bilo koji nacin utjecu na prikazanu cijenu.)

Uvjeti prodaje

Trgovac je duzan prije prodaje (tj. sklapanja ugovora), osigurati na jasan, razumljiv i nedvosmislen nacin
sljedeée podatke i obavijesti:

razli¢iti stupnjevi koji slijede u postupku sklapanja ugovora (prodaje/kupovine)

nacini i uvjeti plac¢anja

opis nacina i roka isporuke proizvoda ili pruzanja usluge

troSkovi dostave

ugovorne odredbe

opdi uvjeti poslovanja ako su sastavni dio ugovora

izjavu o poznatim ogranicenjima izvoza carinskim propisima i bilo kojim drugim relevantnim
odredbama ukoliko su primjenjivi

kodeksi postupanja u skladu s kojima postupa i informacije o tome kako se ti kodeksi mogu
pregledati elektronickim putem

usluge koje se nude nakon prodaje (servisiranje i prodaja zamjenskih dijelova), jamstveni uvjeti koji
se daju uz proizvod ili uslugu

pravu kupca na raskid ugovora po Clanku 45. Zakona o zastiti potroaca, roku za raskid, situacije po
kojima je iskljuceno pravo kupca na raskid ugovora, te uvjete reklamacija odnosno povrata novaca
i/ili robe

Trgovac je duzan mogucem kupcu osigurati tehnicka sredstva za prepoznavanje i ispravljanje pogresnog
unosa podataka prije zavrsetka kupovine.

Ugovorne odredbe i odredbe opdéih uvjeta poslovanja ugovora sklopljenih u elektronickom obliku moraju
biti dostupne kupcima na nacin da im je omoguceno njihovo spremanje, ponovno koristenje i
reproduciranje.

Izjava o sigurnosti online placanja

Pri placanju na nasoj web trgovini koristite CorvusPay — napredni sustav za siguran prihvat platnih kartica
putem interneta.



CorvusPay sustav osigurava potpunu tajnost Vasih karti¢nih i osobnih podataka ve¢ od trenutka kada ih
upisete u CorvusPay platni formular. Platni podaci prosljeduju se Sifrirano od Vaseg web preglednika do banke
koja je izdala Vasu karticu. Nasa trgovina nikada ne dolazi u kontakt s cjelovitim podacima o Vasoj platnoj
kartici. Takoder, podaci su nedostupni ¢ak i djelatnicima CorvusPay sustava. lzolirana jezgra samostalno
prenosi i upravlja osjetljivim podacima, ¢uvajuci ih pri tom potpuno sigurnima.

Formular za upis platnih podataka osiguran je SSL transportnom Sifrom najvece pouzdanosti. Svi skladiSteni
podaci dodatno su zasticeni Sifriranjem, koristenjem kriptografskog uredaja certificiranog prema FIPS
140-2 Level 3 standardu. CorvusPay zadovoljava sve zahtjeve vezane uz sigurnost on-line pla¢anja propisane
od strane vodecih karti¢nih brandova, odnosno posluje sukladno normi — PCI DSS Level 1 — najvisi sigurnosni
standard industrije platnih kartica. Pri pla¢anju karticama uvrstenim u 3-D Secure program Vasa banka uz
valjanost same kartice dodatno potvrduje i Vas identitet pomocu tokena ili lozinke.

Corvus Pay sve prikupljene informacije smatra tajnom i tretira ih u skladu s tim. Informacije se koriste
iskljucivo u svrhe za koje su namijenjene. Vasi osjetljivi podaci u potpunosti su sigurni, a njihova privatnost
zajamcena je najmodernijim zastitnim mehanizmima. Prikupljaju se samo podaci nuZni za obavljanje posla
sukladno propisanim zahtjevnim procedurama za on-line plaéanje.

Sigurnosne kontrole i operativne procedure primijenjene na nasu infrastrukturu osiguravaju trenutnu
pouzdanost CorvusPay sustava. Uz to odrZzavanjem stroge kontrole pristupa, redovitim pracenjem sigurnosti
i dubinskim provjerama za sprjecavanje ranjivosti mreZe te planskim provodenjem odredbi o informacijskoj
sigurnosti trajno odrzavaju i unaprjeduju stupanj sigurnosti sustava zastitom Vasih karti¢nih podataka.

Hvala $to koristite CorvusPay!

Security of Online Payments

While conducting payments on our web shop you are using CorvusPay —an advanced system for secure
acceptance of credit cards on the Internet.

CorvusPay system ensures complete privacy of your credit card data and personal data from the moment
you type them into the CorvusPay payment form. Data required for billing is forwarded encrypted from
your web browser to the bank that issued your payment card. Our store never comes into contact with
your sensitive payment card data. Similarly, CorvusPay operators cannot access your complete cardholder
data. An isolated system core independently transmits and manages sensitive data while at the same time
keeping it completely safe.

The form for entering payment data is secured by an SSL transmission cipher of the greatest reliability. All
stored data is additionally protected by hi-grade encryption, using hardware devices certified by FIPS 140 2
Level 3 standard. CorvusPay fulfills all of the requirements for safe online payment prescribed by the
leading credit card brands, operating in compliance to the PCI DSS Level 1 standard - the highest security
standard of the payment card industry. Payments made by cards enroled with the 3-D Secure program are
further authenticated by the issuing bank, confirming your identity through the use of a token or a
password.

All information collected by Corvus Pay is considered a secret and treated accordingly. The information is
used exclusively for the purposes for which they were intended. Your sensitive data is fully

secure and it’s privacy is guaranteed by the state of the art safeguard mechanisms. We collect only the data
necessary for performing the work in accordance with the demanding prescribed procedures for online
payment.



Security controls and operating procedures applied within the CorvusPay infrastructure not only ensure
current reliability of CorvusPay but permanently maintain and enhance the security levels of protecting
your credit card information by maintaining strict access controls, regular security and in-depth system
checks for preventing network vulnerabilities.

Thank you for using CorvusPay!

Ostale informacije

e opis nacina zastite povijerljivih podataka (Izjava o sigurnosti online plac¢anja)

e izjavu o zastiti i prikupljanju osobnih podataka i njihovom koristenju
(Prodajno mjesto mora kupcima osigurati moguénost da ne pristanu na sudjelovanje u
marketinskim akcijama i da ne budu suglasni s davanjem njihovih osobnih podataka na koristenje
tre¢im osobama. Prodajno mjesto moze koristiti sljedecu izjavu o privatnosti:
‘INAZIV_PRODAJNOG_MIESTA] obavezuje se pruzati zastitu osobnim podacima kupaca, na nacin da
prikuplja samo nuZne, osnovne podatke o kupcima/ korisnicima koji su nuzni za ispunjenje nasih
obveza; informira kupce o nacinu koristenja prikupljenih podataka, redovito daje kupcima
mogucénost izbora o upotrebi njihovih podataka, uklju¢uju¢i moguénost odluke Zele li ili ne da se
njihovo ime ukloni s lista koje se koriste za marketinske kampanje. Svi se podaci o korisnicima
strogo €uvaju i dostupni su samo djelatnicima kojima su ti podaci nuzni za obavljanje posla. Svi
djelatnici [NAZIV_PRODAJNOG_MIJESTA] i poslovni partneri odgovorni su za postivanje nacela
zastite privatnosti.’)

Logotipi prihvata kartica i sigurnosnih programa

Trgovac je duzan postaviti odgovarajuce logotipe kartica Visa, Mastercard, Maestro, Diners, Discover i
American Express te pripadajucih sigurnosnih programa koje prihvaca i podrzava na stranicama svog
internetskog prodajnog mjesta.

Detaljne upute za logotipe mogu se pronadi u dokumentu Standardi kartica i logotipa.



